# **6 USCS § 681**

Current through Public Law 118-62, approved May 13, 2024.

***United States Code Service* > *TITLE 6. DOMESTIC SECURITY (§§ 101 — 1534)* > *CHAPTER 1. HOMELAND SECURITY ORGANIZATION (§§ 101 — 681g)* > *CYBERSECURITY AND INFRASTRUCTURE SECURITY AGENCY (§§ 650 — 681g)* > *CYBER INCIDENT REPORTING (§§ 681 — 681g)***

**§ 681. Definitions**

In this subtitle [6 USCS §§ 681 et seq.]:

**(1)** Center. The term “Center” means the center established under section 2209 [6 USCS § 659].

**(2)** Council. The term “Council” means the Cyber Incident Reporting Council described in section 2246 [6 USCS § 681f].

**(3)** Covered cyber incident. The term “covered cyber incident” means a substantial cyber incident experienced by a covered entity that satisfies the definition and criteria established by the Director in the final rule issued pursuant to section 2242(b) [6 USCS § 681b(b)].

**(4)** Covered entity. The term “covered entity” means an entity in a critical infrastructure sector, as defined in Presidential Policy Directive 21, that satisfies the definition established by the Director in the final rule issued pursuant to section 2242(b) [6 USCS § 681b(b)].

**(5)** Cyber incident. The term “cyber incident”—

**(A)** has the meaning given the term “incident” in section 2209 [6 USCS § 659]; and

**(B)** does not include an occurrence that imminently, but not actually, jeopardizes—

**(i)** information on information systems; or

**(ii)** information systems.

**(6)** Cyber threat. The term “cyber threat” has the meaning given the term “cybersecurity threat” in section 2200 [6 USCS § 650].

**(7)** Federal entity. The term “Federal entity” has the meaning given the term in section 102 of the Cybersecurity Information Sharing Act of 2015 (6 U.S.C. 1501).

**(8)** Ransom payment. The term “ransom payment” means the transmission of any money or other property or asset, including virtual currency, or any portion thereof, which has at any time been delivered as ransom in connection with a ransomware attack.

**(9)** Significant cyber incident. The term “significant cyber incident” means a cyber incident, or a group of related cyber incidents, that the Secretary determines is likely to result in demonstrable harm to the national security interests, foreign relations, or economy of the United States or to the public confidence, civil liberties, or public health and safety of the people of the United States.

**(10)** Virtual currency. The term “virtual currency” means the digital representation of value that functions as a medium of exchange, a unit of account, or a store of value.

**(11)** Virtual currency address. The term “virtual currency address” means a unique public cryptographic key identifying the location to which a virtual currency payment can be made.

**History**

Nov. 25, 2002, P.L. 107-296, Title XXII, Subtitle D, § 2240, as added March 15, 2022, P.L. 117-103, Div Y, § 103(a)(2), 136 Stat. 1039; Dec. 23, 2022, P.L. 117-263, Div G, Title LXXI, Subtitle E, § 7143(b)(2)(N), 136 Stat. 3661.
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